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บทคดัย่อ 

วทิยานิพนธ์ฉบบัน้ีมุ่งศึกษามาตรการทางกฎหมายในการคุม้ครองและป้องกนัอาชญากรรม
ทางคอมพิวเตอร์ใน สปป.ลาว โดยศึกษาเปรียบเทียบกับอนุสัญญาว่าด้วยอาชญากรรมทาง
คอมพิวเตอร์ ค.ศ. 2001 ของสหภาพยุโรป พระราชบญัญติัว่าดว้ยอาชญากรรมทางคอมพิวเตอร์ 
ค.ศ. 2007 ของประเทศสิงคโปร์ และพระราชบัญญัติว่าด้วยการกระท าความผิดเก่ียวกับ
คอมพิวเตอร์ พ.ศ. 2550 ของประเทศไทย เพื่อปรับปรุงแกไ้ขกฎหมายในการคุม้ครองและป้องกนั
อาชญากรรมทางคอมพิวเตอร์ใน สปป.ลาว ใหมี้ความชดัเจนยิง่ข้ึน 

จากการศึกษาพบว่า ลักษณะการกระท าความผิดของอาชญากรรมทางคอมพิวเตอร์มี
ลกัษณะแตกต่างไปจากลกัษณะของการกระท าผิดอาญาทัว่ไป ซ่ึงก่อให้เกิดปัญหาแก่การปรับใช้
กฎหมายของ สปป.ลาว ท่ีมีอยู่ปัจจุบนัเพื่อน าตวัผูก้ระท าความผิดมาลงโทษ เน่ืองจากการกระท า
ของอาชญากรรมทางคอมพิวเตอร์ เป็นการกระท าต่อระบบคอมพิวเตอร์ และขอ้มูลคอมพิวเตอร์ 
เช่น การรบกวนขอ้มูลคอมพิวเตอร์ การเขา้ถึงขอ้มูลคอมพิวเตอร์ การดกัจบัขอ้มูลคอมพิวเตอร์  
เป็นตน้ ซ่ึงเป็นการกระท าท่ีไม่สามารถมองเห็นและจบัตอ้งได ้ดว้ยเหตุน้ีกฎหมายของ สปป.ลาว ท่ี
มีอยู่ในปัจจุบนัจึงไม่สามารถปรับใช้ให้เกิดประสิทธิภาพสูงสุดในการด าเนินคดีต่อผูก้ระท า
ความผดิทางคอมพิวเตอร์ 

ดงันั้น จึงเห็นควรท่ี สปป.ลาว จะมีการออกมาตรการทางกฎหมายเพื่อมารองรับในกรณี
ความผิดเก่ียวกับอาชญากรรมทางคอมพิวเตอร์ ด้วยการก าหนดฐานความผิด ลักษณะของ 
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การกระท าผิด บทลงโทษส าหรับการก่ออาชญากรรมทางคอมพิวเตอร์ท่ีเป็นการเฉพาะ และให้
พนกังานเจา้หนา้ท่ีมีอ านาจในการสืบสวนสอบสวนคดีเก่ียวกบัการกระท าผิดทางคอมพิวเตอร์ดว้ย 
ซ่ึงเป็นกฎหมายท่ี มีความเหมาะสมและสามารถน ามาบังคับใช้ เ ก่ียวกับอาชญากรรมทาง
คอมพิวเตอร์ในการน าผูก้ระท าผดิมาลงโทษใหไ้ดอ้ยา่งมีประสิทธิภาพ 
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ABSTRACT 

This thesis aims to study legal measures to protect and prevent cybercrime in Lao PDR, 
comparing with the 2001 Convention on Cybercrime in the EU, Computer misuse and 
cybersecurity Act 2007 of Singapore and the Computer Crime Act B.E. 2550 of Thailand. The 
comparative cases are employed in order to find out an approach for amendment of the law on the 
protection and prevention of computer crime in Lao PDR. 

The research findings show that the nature of offense of computer crime is different from 
general characteristics of criminal offenses, because the act of crime such as distraction of 
computer system, access and trapping computer data are usually invisible and intangible. The key 
problem of consequently is the implementing Lao PDR laws relating to computer crime in order 
to bring the offenders in court in Lao PDR. For this reason, the current computer crime law in Lao 
PDR has not been able to achieve maximum efficiency in the prosecution of computer offenders. 

Therefore the study proposes that Lao PDR shall issue legal measures to cope with 
computer crime offenses by specifically defining the criminal court of computer crime, the nature 
of the offense of misconduct and its penalties as well as empowering the related law enforcement  
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officers to investigate the cases in an attempt to effectively impose the law against the 
cybercrime. 
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